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The new set of rules for choosing your University of Florida GatorLink password took effect on May 5. With the new integrated, real-time computer systems and single sign-on accessibility via the myUFL portal, the need for a strong password policy is greater than ever. The university uses a role-based approach for providing access to these systems. Each person affiliated with UF has one or more security roles. Each security role has an associated password policy. If an individual has several roles, with conflicting password policies, the "strongest" policy applies. GatorLink passwords and security roles-and the resulting association of password policy to a user-are held in the PeopleSoft Enterprise Portal system (myUFL) and managed by UF Bridges. For more information about the new GatorLink password policy, please see www.it.ufl.edu/policies/passwords.html [http://www.it.ufl.edu/policies/passwords.html].

Your Comments are Welcome

We welcome your comments and suggestions on this and all UFIT documentation. Please send your comments to:
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